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Motivations Automatic Generation of the Data Set Data Set Generation

Strategy: Attack all

IDS evaluation data sets have many prob- accessible systems

lems: availability, age, documentation, up-
datability, ...
- Many data sets are proprietary. L. | .
- Others are old and obsolete, but still = Templates
used today.
- Data sets are not properly documented. -
- Most data sets cannot be easily
updated.
We created a publicly available data set.
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